Data Protection Act 1998: Dealing with requests for personal information

Summary

The University is a registered Data Controller and subject to the Data Protection Act. Data controllers are obliged to supply data subjects with information about the data which they hold on them (including copies of the data) if requested to do so. Data controllers may also, under specific legal grounds within the Act, disclose personal information to third parties. This procedure defines how the University deals with requests for personal information.

Data Protection Guidelines

For detailed information around the definitions and requirements of the Data Protection Act 1998, please see the University’s Data Protection policy (http://www.london.ac.uk/238.html) document.

Dealing with Subject Access Requests

An individual (the ‘Data Subject’) may request information held about them by the University. This is called a subject access request. The University requires the following steps to be undertaken:

- Enquirers must identify themselves in writing.
- If they are not the data subject, enquirers must have the written permission of the data subject to access personal information about that subject.
- The University’s Data Protection Officer should be notified by the department receiving the communication data.protection@london.ac.uk.
- Enquirers should be asked to complete an application form (see DPA – Subject Access Request Application Form available at: http://www.london.ac.uk/238.html)
- A fee of £10.00 should be charged to all external enquirers, irrespective of status, i.e. ex-staff and current and past students, as well as third parties, should be charged. Note: current members of staff are not charged
- The enquiry should be answered within 40 days from the date of receipt of the fee.

If a student wishes to gain proof or confirmation of their academic qualification, they should be directed to the Transcripts Office in the first instance http://www.london.ac.uk/113.html.
Dealing with requests for information from third parties

The University may be asked by a third party to disclose information regarding an individual. For example, the University may be contacted by the police or other authorities where the information is required in connection with matters such as the prevention or detection of crime or the assessment or collection of tax, or where disclosure is required by law or is necessary in connection with legal proceedings. The University will only make disclosures of this kind on receiving a certificate from the authority seeking the information to the effect it falls within a relevant exemption.

Any requests from outside authorities such as the police or the courts for the disclosure of personal data should be referred to the Data Protection Officer data.protection@london.ac.uk.

If an employer wishes to gain proof or confirmation of the academic qualification of an employee or prospective member of staff, they should be directed to the Transcripts Office in the first instance http://www.london.ac.uk/113.html.
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University of London Records management

Records
- Records are the evidence of our actions and decisions as a University

Responsibility
- Keeping accurate records is the responsibility of every member of staff

Risk
- There are risks around records (loss, damage, unauthorised access) which need to be managed

Retention
- We should keep our records only as long as they are relevant or as long as we are required to by law

Rights
- The public has a right to access our records under legislation such as FOI and DPA

UoL website link: http://www.london.ac.uk/955.html
Staff intranet link: https://intranet.london.ac.uk/3632.html
Email: Records.management@london.ac.uk